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Soldiers from the 526th Engineer Company, 92nd 
Engineers Battalion, participated in the Warrior 
Adventure Quest program at Holbrook Pond Recreation 
Area and Campground, March 10. 

The WAQ is an Army-wide program, offered to 
Soldiers returning from deployment. It is an avenue 
that helps Soldiers cope with different kinds of issues 
that may have developed for them while they were 
deployed.  

“It’s designed to help Soldiers deal with stress, anxi-

ety, and adrenaline issues,” said Chris Dent, recreation 
delivery coordinator for Family and Morale, Welfare 
and Recreation. “The program shows them safe alterna-
tives. Here at Fort Stewart, we utilize paintball, moun-
tain biking, kayaking, and low-ropes team building.” 

For many of the Soldiers of 526th Eng., 92nd Eng.Bn., 
the morning began with paintball. The first mission 
was to capture the blue flag, retrieving it from the oppos-
ing team; while the second mission was to defend the 
flag. With Soldiers running from tree-to-tree and creep-
ing behind boards, the game soon filled the air with 
that orange paint balls flew through the air. 

“Our mission was to get the flag. We started out as 

offense. I was the first one to retrieve the flag, but then 
I was shot. So, our team lost,” said Pvt. Kaheem Isaac. 
“[Warrior Adventure Quest] is a good experience for 
Soldiers to come out and have fun.”

Following the paintball game, a different group of 
Soldiers were on their way to begin the land navigation 
mountain biking portion of the program. Upon arriving 
to their location, the bikes complete with helmets, were 
readily available to the Soldiers. Their mission was to 
complete a course by following instructions.

“The biking portion was fun,” said Spc. Joshua 
Williams. “Just getting out and doing something differ-
ent than the norm is good.”  

Soldiers exercise team building in Warrior Adventure Quest 

For more information, contact the sports 

office at 912-767-8238/9795

Team  Won  LosT 

Marne Conference
526th EN Co 14 1
3/7 CAV 8 2 
756th/766th 11 4
1/30 IN 9 6
703rd BSB 8 7
139th MP Co 5 7
530th EN Co 4 10
C Co, 1/64 AR 2 11 
549th MP Co 1 10

Rocky Conference
HHC, 2HBCT 14 2
MEDDAC 13 2 
D, 1/64 AR 9 7
26th BSB 9 5 
135th QM Co 8 6
385th MP Co 8 6
1/9 FA 3 12
233 Trans Co 2 11
293rd MP Co 1 14

Team  Won  LosT

Eastern Conference
HardWork 9 0
HHC 3 CAB 8 1
512 QM Co 6 3
473 QM Co 5 6
2/3rd AVN 3 7
B Co 1/75th RAN/2nd PLT 2 6
10 Trans Co 2 6
B Co 1/75 RAN Fire Suppt 0 7

Western Conference
317th CAV 6 0 
HHC 260 QM Co 6 1
4/3rd AVN 6 2 
110 QM Co 5 3
Savannah Corps 4 3
Hunter Marines 4 4
603rd AVN 2 7 
224 MI 3 5
3/160th SOAR 1 6
1/3 AVN 0 6

Hunter Conference Intramural 
Basketball Standings

Fort Stewart Marne/Rocky 
Conference Intramural 
Basketball Standings

Photos by Elvia Kelly

Soldiers from 526th Eng. Co., 92nd Eng. Bn., participate in a team building exercise at Holbrook Pond 
Recreation Area and Campground, March 10. Their mission is to have every Soldier cross over the 
boards attached to the tree, leaving no one behind. 

Fort Stewart-Hunter Soldiers, Families 
meet the challenges of Fitness First
Bob Mathews
Family and MWR Marketing Publicity Specialist

Fort Stewart-Hunter Army Airfield Soldiers and Family 
Members, enthusiastic and ready for some togetherness, 
challenges and fun, turned out in numbers for the inau-
gural Fitness First: The Amazing Race on March 12.

At Fort Stewart, the event attracted 109 Families, with 
an estimated total of 350 participants. About 65 partici-
pants took part in the Amazing Race challenges at 
Hunter.

The event at Stewart took participants from Bennett 
Sports Complex to Marne Lanes, Newman Gym, Jordan 
Gym, Corkan Family Recreation Center and Club 
Stewart. 

First Lieutenant Thaddeus Pickett, 2-3 Brigade Troops 
Battalion, 2nd Heavy Brigade Combat Team, said the 
Amazing Race was a way for him and his Family to dis-
cover more of what Fort Stewart has to offer its Soldiers. 
First Lieutenant Pickett was with wife, Tami, and son, 
Daniel. They live in Richmond Hill.

“So far, we’ve done basketball, baseball (at Bennett 

Sports Complex), the rock climb (at Corkan Family Fun 
Center) and the bowling (at Stewart Lanes),” he said. “We’re 
getting to see more of the things at Fort Stewart that we 
didn’t know were here. It’s pretty cool.”

One Family reported they ran from one challenge site 
to another, “just like they do it on television.” Most par-
ticipants drove from one challenge to another.

The We Can! (Ways to Enhance Children’s Activity and 
Nutrition) program was the background theme to the 
physical challenges offered by the Amazing Race sponsored 
by each of the Family and Morale, Welfare and Recreation 
facilities on the challenge path.  

Participants’ reasons for being a part of it all varied.
“We were looking for something to do as a Family,” said 

Staff Sgt. Billy Turner, Headquarters and Headquarters 
Battalion, 3rd Infantry Division. “We like to be active. We 
don’t want the kids to just sit around and watch TV and 
play video games all day.” He spoke as he, his wife Lekisia, 
and sons Ishmael, 14, and Isaiah, 11, waited to take part 
in the Rock Wall climb at Corkan.

Renee Reese

Fort Stewart Youth 
Center members enjoy 
a leisurely game of bas-
ketball, March 11.  Youth 
of all ages gathered on 
the basketball court 
throwing hoops and 
fine tuning their jump 
shots. Liberty County 
Schools were closed, 
giving youth in the com-
munity another oppor-
tunity to sharpen their 
hoop skills and have fun 
with their friends at the 
Youth Center.

Youth 
enjoy a 
game of 
basketball

Soldiers from 526th Eng. Co., 92nd Engineers Bn., 
play a game of “woods ball” during the paintball 
portion of the Warrior Adventure Quest program, 
March 10. The mission is to retrieve/defend the 
flag from the opposing team.
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While teams of Soldiers 
were completing differ-
ent portions of Warrior 
Quest, others were prac-
ticing team building 
exercises. In that event, 
Soldiers worked together 
to complete small obsta-
cle courses without ver-
bal communication. As a 
result, hand signals, body 
movement, and even cell 
phones were tools for 
communication.

“We did ropes, no-
ropes exercises. The 
object was to communi-
cate with each other 
without speaking to get 
across the obstacle,” said 
Spc. Robert Gadberry. “It 
was definitely something 
that required team build-
ing, especially when 
you’re in an unstable 
environment. Also, a pro-
gram like this is a good 
stress reliever. We are in 
a casual environment, 
getting exercise and this 

is a good way to spend 
the day.”

Warrior Adventure 
Quest runs through 
October, benefiting 
Soldiers in about 30 gar-
risons, Dent said. The 
idea behind programs 
like WAQ is to provide a 
means to alleviate levels 
of tension. The program 
emphasizes adaption 
and strength through 
resiliency, a topic dis-
cussed to the Soldiers at 
the conclusion of the 
games. 

“Once the Soldiers 
have completed the day’s 
activities, we sit down 
with them and go through 
a resiliency portion of the 
program,” Dent said. “We 
talk about how they felt 
about the program, how 
it relates to what they 
may have experienced 
downrange, and how 
they can use it as a tool 
to relieve stress.”
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Soldiers from 526th Engineers Co., 92nd Bn., play 
a game of “woods ball” during the paintball por-
tion of the Warrior Adventure Quest program, 
March 10. The mission is to retrieve/defend the 
flag from the opposing team.

Staff Sergeant Turner said his Family found the 
softball event challenging. 

“We had a hard time hitting the ball into the 
outfield,” he said. “We enjoyed the free throws and 
the Wii Challenge. We’re having a great time.”

Staff Sergeant Augusto Bernard, 2nd Battalion, 
7th Infantry Regiment, 1st Heavy Brigade Combat 
Team, and wife Magdalena took part in the race 
with daughters Alyssa, 6, and Alivia, 5. 

“We are doing this today to show our kids that 
it is fun to exercise and keep fit,” Magdalena said. 
“We’re also doing it as a Family bonding experi-
ence. We all play softball; my girls do tee ball. We’re 
a pretty active Family.”

The Amazing Race was a chance for a group of 
spouses whose husbands are deployed to get 
together and have fun while waiting for their 
Soldiers to come home, said Colleen Baccus, whose 
husband, Staff Sgt. Gary Baccus of 3rd Battalion, 
7th Infantry Regiment, is currently deployed with 
the 4th Infantry Brigade Combat Team. Their group 

was composed of six mothers and 12 children rang-
ing in age from one month to five years old.

“The kids love it. They are having a great time,” 
she said.

At Fort Stewart, event sponsor Mike Reed, owner 
of Mike Reed Chevrolet of Hinesville, presented a 
check for $800 to the Centurions 2-3 BTB Family 
Readiness Group. Of the 14 participating FRGs, 
the Centurions had the greatest number of 
Families.

The “passports” of all who completed the 
Amazing Race were entered into a drawing for a 
32-inch flat screen TV, a Wii and a Wii Fit. Reed 
drew the name of the winner, Spc. Nathan 
LaFountain of 2-3 BTB.

The winning Family Readiness Group at Hunter 
was the 3rd Battalion, 160th Special Operations 
Aviation Regiment. Gregory Smith of, 4th Battalion, 
3rd Aviation Regiment, won the Wii Fit, Drew 
Gaboriavlt the Wii and Cody Gavoriavlt the televi-
sion.

Bob Mathews

Randy Walker, 
Intramural 
Sports 
Director at 
Fort Stewart, 
lends a 
helping hand 
to Isabel 
Cordero, 4, 
during the 
Fitness First: 
The Amazing 
Race baseball 
challenge. 
Looking on is 
her mother, 
Taryn 
Cordero, wife 
of PFC Freddy 
Cordero. 

Try your luck and test your skills during 
the Bass Tournament (total weight, 

five-fish maximum), which will launch at 
safe light about 6:30 a.m. and continue until 
the weigh-in at 11 a.m. March 19 at Pond 1, 
Pineview Lake on Fort Stewart.

Registration is being accepted at the 
Stewart and Hunter Pass and Permit 
Offices.

 The Stewart office is in building 8093. 
The Hunter office is in building 1286.

Registration from March 11-18 is $20 for 
active duty Soldiers, retirees and their 
Family Members and youth 16 and younger. 
The civilian community fee March 11-18   is 
$30. 

Late registration, from 5:30-7 a.m. March 
19, is $30 for active duty Soldiers, retirees 
and their Family Members and youth 16 and 
younger. The civilian community fee is $40.   

      
Tournament

Fort 
Stewart'sBass 

March 19 at Pond 1
6:30 a.m. to 11 a.m.

For more information, contact the Pass and Permit offices at: Stewart 912-435-8061 | Hunter 912-315-5163

call 877.305.7291
stop by your CenturyLink store
50 Austin Rd., Fort Stewart  
115 Patriots Trail, Hinesville

stay connected whether you’re on base or overseas.
• all high-speed internet, no phone line required
• surf, stream, game and more without slowing down
• the price you sign up for is the price you pay

*Offer ends 5/31/2011. Offer available to new residential customers only. A current military ID is required to receive offer. The monthly rate of $29.95 requires a minimum service commitment of twelve (12) months. Rate applies to up to 10 Mbps High-Speed Internet service. An additional monthly fee and 
separate shipping and handling fee will apply to customer’s modem or router. All rates exclude taxes, fees and surcharges. General – Services and offers not available everywhere. CenturyLink may change or cancel services or substitute similar services at its sole discretion without notice. Offer, plans, and stated rates 
are subject to change and may vary by service area. Requires credit approval and deposit may be required. Additional restrictions apply. Terms and Conditions – All products and services are governed by tariffs, terms of service, or terms and conditions posted at www.centurylink.com. Taxes, Fees, and Surcharges – Taxes, fees, and 
surcharges apply, including a Carrier Universal Service charge, National Access Fee surcharge, a one-time High-Speed Internet activation fee, state and local fees that vary by area and certain in-state surcharges. Cost recovery fees are not taxes or government-required charges for use. Taxes, fees, and surcharges apply based on standard 
monthly, not promotional, rates. Call for a listing of applicable taxes, fees, and surcharges. Pure Broadband Service – As determined by service location, an early termination fee will apply as either a flat $99 fee or the applicable monthly recurring service fee multiplied by the number of months remaining in the minimum service period, 
up to $200. However, if subscriber cancels the service while deployed during the term agreement time frame, the early termination fee will be waived. Performance will vary due to conditions outside of network control and no speed is guaranteed. Telephone landline is part of the service only for the purpose of data traffic transmission/
connection and cannot be used for voice traffic transmission, except for 911 services. ©2011 CenturyLink, Inc. All Rights Reserved. The name CenturyLink and the pathways logo are trademarks of CenturyLink, Inc. All other marks are the property of their respective owners.

pure freedom.
pure broadband.

Toll free: (877) 999-9876
www.ccis.edu/serve

COASTAL
PSYCHOLOGY
Daniel B. Nagelberg, PhD

John M. Adler, PhD

Walker B. Branch, PhD

Joseph M. Lane, PhD

Robert A. Richardson, PsyD

Daniel A. Bochner, PhD

•Children  •Adults
•Testing  •Counseling

352-2992
322 Stephenson Ave., Savannah
www.coastalpsychology.com
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Commentary by Jennifer Hartwig
Hunter Army Airfield Public Affairs

Why is it that it’s so difficult to do 
well, and so easy to throw it away?

That statement can be taken about 
10,000 different ways, so let me be 

more clear. 
Losing weight is so very hard, yet we can put on 

a few pounds without even realizing it. You work 
out four or five days a week, diet and if you’re lucky 
you lose a pound or two in a week. 

And dieting is hard. I hate dieting. I don’t mean 
eating healthy, I mean really dieting – where you 
change your habits and deprive yourself. 

Some people have a lot of weight to lose, some a 
little, and some just need to maintain their healthy 
lifestyle. But our weight is an indicator of our health, 
and it’s something that too many of us let fall by the 
wayside. 

The most important thing a person can do for 
themselves is to live a healthy lifestyle and that 
includes maintaining a healthy weight, which pre-
vents medical conditions like high blood pressure, 
high cholesterol and diabetes. 

We all know we should eat right and exercise 
regularly to maintain a healthy weight, but so many 

of us don’t do it. We stay at work late and can’t find 
the time to get to the gym; we are tired, so we skip 
the gym; or we have to run to an appointment and 
eat something quick, and make the wrong food deci-
sion. 

Every day we have the option to find an excuse, 
and we need to find the drive to not make excuses 
– we have to find the proper mindset and routine.

I’ve been in the mindset and out of it numerous 
times in my life. When you get a new job, or you 
meet someone new, or you have a child, the gym 
suddenly gets harder and harder to fit in and we 
tend to eat quicker, less healthy and nutritious foods. 
We lose sight of our health, without even realizing 
it.

We spend 10 minutes showering in the morning, 
20 minutes on our hair and makeup and 10 minutes 
more trying to figure out what to wear; yet we can 
always find an excuse not to spend 45 minutes at 
the gym. We’ll spend that much time getting our 
nails done, but can’t find the time to work on our 
health. 

So when did it become OK to be overweight? What 
I mean is, it shouldn’t be seen as acceptable to be 
overweight. We need to stop making excuses for 
being lazy and making bad decisions – we need to 
take care of ourselves. Weight shouldn’t be seen 

merely as a vanity issue, but a health issue. Being 
overweight is an unnecessary health risk.

And I know working out is hard, and the results 
aren’t immediate, which is I think where the hesita-
tion lies. When we spend 30 minutes doing our hair, 
we have instant gratification; but with our fitness, 
we don’t see the results immediately, and as a soci-
ety we are too impatient for that.

But if you work out regularly, you will see results 
– there’s no doubt about that. You just have to have 
patience, and be consistent. You have to continu-
ously make better decisions, and find the time to 
work on you.

So I challenge each and every one of you reading 
this – get out and exercise today. Go take advantage 
of the great facilities we have at Fort Stewart and 
Hunter Army Airfield – use the cardio equipment, 
the free weights, swim some laps in the pool or take 
one of the fun fitness classes at Tominac or Newman 
Fitness Center. Even if you don’t have time to go to 
the gym, take a 20 minute walk at lunch. 

Working out should be fun. You just have to find 
what is fun for you. For me, it’s Zumba at Tominac 
on Monday at lunchtime and Tuesday and Thursdays 
evenings. 

Find what works for you, and start getting the 
body you deserve!

Golf membership drive continues
Through March 31, a membership drive at Taylors 

Creek Golf Course and Hunter Golf Club is offered. 
Soldiers who are redeploying back to Fort Stewart 
and Hunter Army Airfield can join Taylors Creek 
and Hunter Golf for 20 percent off the Fiscal Year 
2011 pro-rated fee. For details, call 912-767-2370 
or 912-315-9115.

Tee-off with DPTMS
Registrations are underway for the second annu-

al Directorate of Plans, Training, Mobilization and 
Security Golf Tournament, April 1. Check-in is 11 
a.m. with a noon start time at Taylors Creek Golf 
Course, 912-767-2370. 

The format is a four-person scramble, with two 
mulligan's available per player. The event is lim-
ited to the first 100 players. Prizes will be awarded 

to the first, second, third place teams; longest drive 
contest; closest to pin on all par 3's;  'hit the green" 
contest; hole-in-one on two par 3's; straightest 
drive contest and lots of door prizes.

For more information contact Master Seargent 
Williams Steven, 912-210-7213, steven.williams8@
conus.army.mil; or Sgt. 1st Class Alvin Thompson 
at 912-572-9904, alvin.thompson@conus.army.
mil.

Cross-fit Military Appreciation Day slated
Cross-fit Savannah in Hinesville (1875 E.G. Miles 

Parkway) honors members of the armed forces by 
offering free training and nutrition advice to 
Soldiers and their Families. The event also includes 
a cross-fit competition with prizes, including three 
free weeks of membership.  

The competition sign-up deadline is March 25.  

The competition is open to all Soldiers and their 
Families. The event will be held from 11 a.m.-6 p.m. 
For any questions or to sign-up for the competi-
tion, contact Capt. Ash Thomas, 912-435-9741 or 
Ashish.thomas@us.army.mil, or Cross-fit Savannah 
owner Tina Carson at 912-385-3837 or Tina_
Marie797@hotmail.com.

Tominac charges daily group fees 
Hunter's Tominac Fitness Center has started 

charging a fee for daily group fitness. The group 
fintess classes include Zumba, influenced by Latin 
dances, Yoga, a stretch exercise for the body, Boot 
Camp, Kick Box, Power Yoga & Pilates, and Cycle X 
Spinning.

Fees are one session for $3 or ten sessions for 
$25. For more information about the changes, call 
912-315-5078.

Sports Briefs

Work on yourself


	Administration Guide for Symantec™ Endpoint Protection and Symantec Network Access Control
	Technical Support
	Contents
	Section 1. Basic administrative tasks
	1. Introducing Symantec Endpoint Protection
	About Symantec Endpoint Protection
	Components of Symantec Endpoint Protection and Symantec Network Access Control
	Key features of Symantec Endpoint Protection and Symantec Network Access Control
	About the types of protection

	2. Starting the Symantec Endpoint Protection Manager console
	Logging on to the Symantec Endpoint Protection Manager console
	What you can do from the console

	3. Managing groups and clients
	Managing computer groups
	How you can structure groups
	Adding a group
	Importing an existing organizational structure
	Renaming a group
	Moving a group
	Viewing a group's properties
	Disabling and enabling a group's inheritance
	Setting up and managing clients in groups
	About user mode and computer mode
	Preassigning computers or users to groups before you install the client software
	About groups specified in the client installation package
	Switching a client between user mode and computer mode
	Converting an unmanaged client to a managed client
	Blocking clients from being added to groups
	Moving clients between groups
	Viewing the status of clients and client computers
	Restarting client computers
	Viewing a client's properties
	Changing the information that displays on the Clients tab
	Searching for information about clients
	Configuring a client to detect unknown devices
	Running commands on clients from the console

	4. Managing a group's locations
	Using location awareness with groups
	About planning locations

	Enabling location awareness for a client
	Adding a location with a wizard
	Adding a location without a wizard
	Changing a default location
	Editing the name and description of a group's location
	Deleting a group's location

	5. Working with policies
	Using policies to manage your network security
	About shared and non-shared policies
	About adding policies
	Adding a shared policy
	Adding a non-shared policy in the Clients page with a wizard
	Adding a new non-shared policy in the Clients page
	Adding a new non-shared policy from an existing policy in the Clients page
	Adding a new non-shared policy from a previously exported policy file in the Clients page

	Editing a policy
	Assigning a shared policy
	Withdrawing a policy
	Deleting a policy
	Exporting a policy
	Importing a policy
	About copying policies
	Copying a shared policy in the Policy page
	Copying a shared or non-shared policy in the Clients page
	Pasting a policy
	Copying and pasting a group policy
	Replacing a policy
	Converting a shared policy to a non-shared policy
	Converting a copy of a shared policy to a non-shared policy
	About updating policies on the clients
	Configuring push mode or pull mode to update client policies and content
	Viewing the policy serial number
	Performing a manual policy update to check the policy serial number
	Monitoring the applications and services that run on client computers
	Configuring the management server to collect information about the applications that the client computers run
	Searching for information about the applications that the computers run
	Saving the results of an application search


	6. Working with client installation packages
	Using client installation packages
	Configuring client installation package options
	Configuring client installation package features
	Configuring client installation package settings
	Collecting user information

	Exporting client installation packages
	Deploying client software with Find Unmanaged Computers
	About adding client installation package updates and upgrading clients
	Adding client installation package updates
	Upgrading clients in one or more groups
	Deleting upgrade packages

	7. Updating definitions and content
	Managing content for clients
	About the types of content
	Determining how clients get content
	Configuring a site to download content updates
	About simultaneous content downloads
	About LiveUpdate Policies
	About using the content revisions that are not the latest version
	Configuring a LiveUpdate Settings Policy
	Configuring a LiveUpdate Content Policy
	Viewing and changing the LiveUpdate Content Policy quickly
	Distributing content using Group Update Providers
	About the types of Group Update Providers
	About configuring rules for multiple Group Update Providers
	Configuring a Group Update Provider
	Configuring a single Group Update Provider
	Configuring multiple Group Update Providers
	Searching for the clients that act as Group Update Providers

	About the Intelligent Updater
	Using the Intelligent Updater to download antivirus content updates for distribution
	About the files that are used in third-party distribution of LiveUpdate content
	About using third-party distribution tools to distribute content updates to managed clients
	Enabling third-party content distribution to managed clients with a LiveUpdate Settings Policy
	Distributing content to managed clients with third-party distribution tools
	About using third-party distribution tools to distribute content updates to self-managed clients
	Running LiveUpdate on a client from the console

	8. Displaying features in the client user interface
	About access to the client interface
	Locking and unlocking managed settings
	Changing the user control level
	About mixed control
	Configuring user interface settings

	Password-protecting the client

	9. Managing communication between management servers and clients
	Managing the connection between management servers and clients
	About management servers
	Adding a management server list
	Specifying a management server list
	Changing the order in which management servers connect
	Assigning a management server list to a group and location
	Viewing the groups and locations to which a management server list is assigned
	Replacing a management server list
	Copying and pasting a management server list
	Exporting and importing a management server list
	Viewing the client health state in the management console
	Configuring communication settings for a location
	Troubleshooting communication problems between the management server and the client
	Investigating client problems
	Using the ping command to test the connectivity to the management server
	Using a browser to test the connectivity to the management server
	Using Telnet to test the connectivity to the management server
	Checking the debug log on the client computer
	Checking the inbox logs on the management server
	Checking the IIS logs on the management server
	Recovering client communication settings by using the SylinkDrop tool


	10. Monitoring endpoint protection
	Monitoring endpoint protection
	About different methods of accessing the reporting functions
	Logging on to reporting from a stand-alone Web browser
	Changing the port used to access context-sensitive help for reporting
	Associating localhost with the IP address when you have loopback addresses disabled

	About reporting
	About logged events from your network
	How reporting uses the logs stored in the database

	About the Symantec Endpoint Protection Home page
	Configuring the Favorite Reports on the Home page
	About using Security Response links
	Using the Symantec Network Access Control Home page
	Using the Monitors Summary tab
	Configuring reporting preferences
	About Home and Monitors display options
	Configuring security status thresholds
	Configuring logs and reports preferences

	About eliminating viruses and security risks
	Identifying the infected and at risk computers
	Changing an action and rescanning the identified computers
	Restarting the computers that need a restart to finish remediation
	About investigating and cleaning the remaining risks
	Eliminating the suspicious events
	Updating definitions and rescanning

	Finding the clients that are offline

	11. Viewing and configuring reports
	About the reports you can run
	About the information in the Audit report and log
	About the information in the Application Control and Device Control reports and logs
	About the information in the Compliance reports and logs
	About the information in the Computer Status reports and log
	About the information in the Network Threat Protection reports and logs
	About the information in the TruScan proactive threat scan reports and logs
	About the information in the Risk reports and log
	About the information in the Scan reports and log
	About the information in the System reports and logs

	About viewing reports
	About viewing line charts in reports
	About viewing bar charts
	About viewing the reports in Asian languages

	About quick reports
	Creating quick reports
	Saving and deleting quick report filters
	About duplicate filter names

	About scheduled reports
	Creating and deleting scheduled reports
	Editing the filter used for a scheduled report
	About using the Past 24 hours filter in reports and logs
	About using the filters that search for groups in reports and logs
	Printing and saving a copy of a report
	Important points about reporting

	12. Viewing and configuring logs and notifications
	About logs
	About log types

	Viewing logs
	Displaying event details in logs
	Viewing logs from other sites

	Saving and deleting filters
	About duplicate filter names

	Basic filter settings for logs and reports
	Advanced filter settings for logs and reports
	Running commands and actions from logs
	Exporting log data
	Exporting log data to a text file
	Exporting data to a Syslog server
	Exporting log data to a comma-delimited text file

	About using notifications
	Viewing and filtering administrator notification information
	Threshold guidelines for administrator notifications
	Creating administrator notifications
	About editing existing notifications


	13. Managing domains and administrators
	Managing domains and administrator accounts
	About domains
	Adding a domain
	Specifying the current domain
	About administrators
	Adding an administrator account
	About access rights
	Configuring the access rights for a limited administrator
	Switching between an administrator and a limited administrator
	Locking an administrator's account after too many logon attempts
	Resetting the administrator password to admin
	Setting up authentication for administrator accounts
	Renaming an administrator account
	Changing an administrator's password


	Section 2. Advanced administrative tasks
	14. Managing sites
	About site management
	About site replication across different company sites
	About optional Enforcers at a site
	About remote sites
	Editing site properties
	Backing up a site
	Deleting remote sites

	15. Managing servers
	About server management
	About servers and third-party passwords
	Starting and stopping the management server service
	Granting or denying access to remote Symantec Endpoint Protection Manager consoles
	Deleting selected servers
	Exporting and importing server settings

	16. Managing directory servers
	About the management of directory servers
	Adding directory servers
	Synchronizing user accounts between directory servers and a Symantec Endpoint Protection Manager
	About importing user and computer account information from an LDAP directory server
	Searching for users on an LDAP directory server
	Importing users from an LDAP directory server search results list
	About organizational units and the LDAP server
	Importing organizational units from an active or LDAP directory server
	About synchronizing organizational units


	17. Managing email servers
	About managing email servers
	Establishing communication between Symantec Endpoint Protection Manager and email servers

	18. Managing proxy servers
	About proxy servers
	Setting up a connection between an HTTP proxy server and Symantec Endpoint Protection Manager
	Setting up a connection between an FTP proxy server and the Symantec Endpoint Protection Manager

	19. Managing RSA servers
	About prerequisites for using RSA SecurID with the Symantec Endpoint Protection Manager
	Configuring Symantec Endpoint Protection Manager to use RSA SecurID Authentication
	Specifying SecurID Authentication for a Symantec Endpoint Protection Manager administrator
	Configuring the management server to support HTTPS communication

	20. Managing server certificates
	About server certificate types
	Updating a server certificate
	Backing up a server certificate
	Locating the keystore password

	21. Managing databases
	About the management of databases
	About database naming conventions
	About the Management Server Configuration Wizard and Symantec Database Tools
	About database backup
	About the reconfiguration of a database

	Backing up a Microsoft SQL database
	Backing up a Microsoft SQL database
	Backing up a Microsoft SQL database with the Database Maintenance Plan wizard

	Backing up an embedded database
	Scheduling automatic database backups
	Restoring a database
	Editing the name and description of a database
	Reconfiguring a Microsoft SQL database
	Reconfiguring an embedded database
	About managing log data
	About log data and storage
	Sweeping log data from the database manually
	Log data from legacy clients
	Configuring log settings for the servers in a site
	About configuring event aggregation
	Configuring client log settings
	About configuring client log handling options for antivirus and antispyware policies
	Backing up the logs for a site
	About uploading large amounts of client log data
	About managing log events in the database
	Configuring database maintenance options for logs
	About using the Interactive SQL utility with the embedded database
	Changing timeout parameters
	About recovering a corrupted client System Log on 64-bit computers


	22. Replicating data
	About the replication of data
	About the impact of replication
	About the settings that are replicated
	How changes are merged during replication

	Adding and disconnecting a replication partner
	Disconnecting replication partners

	Scheduling automatic and on-demand replication
	Replicating data on demand
	Changing replication frequencies

	Replicating client packages and LiveUpdate content
	Replicating logs

	23. Managing Tamper Protection
	About Tamper Protection
	Configuring Tamper Protection


	Section 3. Configuring Antivirus and Antispyware Protection
	24. Basic Antivirus and Antispyware Policy settings
	Basics of Antivirus and Antispyware Protection
	About creating a plan to respond to viruses and security risks
	About viewing the antivirus and antispyware status of your network
	About running commands for Antivirus and Antispyware Protection
	About Antivirus and Antispyware Policies
	About the preconfigured Antivirus and Antispyware Policies
	About locking settings in Antivirus and Antispyware Policies
	About Antivirus and Antispyware Policies for legacy clients
	About default settings for handling suspicious files
	About using policies to manage items in the Quarantine

	About working with Antivirus and Antispyware Policies
	About viruses and security risks
	About scanning
	About Auto-Protect scans
	About administrator-defined scans
	About TruScan proactive threat scans
	About scanning after updating definitions files
	About scanning selected extensions or folders
	About excluding named files and folders

	About actions for the viruses and the security risks that scans detect
	Setting up log handling parameters in an Antivirus and Antispyware Policy
	About client interaction with antivirus and antispyware options
	Changing the password that is required to scan mapped network drives
	Specifying how Windows Security Center interacts with the Symantec Endpoint Protection client
	Configuring the Symantec Endpoint Protection client to disable Windows Security Center
	Configuring Symantec Endpoint Protection alerts to appear on the host computer
	Configuring the out-of-date time for definitions

	Displaying a warning when definitions are out of date or missing
	Specifying a URL to appear in antivirus and antispyware error notifications
	Specifying a URL for a browser home page
	Configuring the options that apply to antivirus and antispyware scans
	Configuring scans of selected file extensions
	Configuring the scans of selected folders
	About exceptions for security risks
	Configuring actions for known virus and security risk detections
	About notification messages on infected computers
	Customizing and displaying notifications on infected computers

	Submitting information about scans to Symantec
	About submissions throttling
	Configuring submissions options

	Managing quarantined files
	About Quarantine settings
	Specifying a local Quarantine directory
	Configuring automatic clean-up options
	Submitting quarantined items to a central Quarantine Server
	Submitting quarantined items to Symantec
	Configuring actions to take when new definitions arrive


	25. Configuring Auto-Protect
	About configuring Auto-Protect
	About types of Auto-Protect
	Enabling File System Auto-Protect
	Configuring File System Auto-Protect
	About Auto-Protect security risk scanning and blocking
	Configuring advanced scanning and monitoring options
	About Risk Tracer
	About the file cache

	Configuring Internet Email Auto-Protect
	Configuring Microsoft Outlook Auto-Protect
	Configuring Lotus Notes Auto-Protect
	Configuring notification options for Auto-Protect
	Displaying Auto-Protect results on infected computers
	Adding warnings to infected email messages
	Notifying senders of infected email messages
	Notifying others of infected email messages
	Configuring progress notifications for Auto-Protect scans of Internet email


	26. Using administrator-defined scans
	About using administrator-defined scans
	Adding scheduled scans to an Antivirus and Antispyware Policy
	Configuring on-demand scan options
	Running on-demand scans
	Configuring scan progress options for administrator-defined scans
	Setting advanced options for administrator-defined scans


	Section 4. Configuring Network Threat Protection
	27. Basic Network Threat Protection settings
	About Network Threat Protection and network attacks
	How Symantec Endpoint Protection protects computers against network attacks

	About the firewall
	About working with Firewall Policies
	About firewall rules
	About the elements of a firewall rule
	About the rule processing order
	About stateful inspection

	Adding blank rules
	Adding rules with a wizard
	Adding inherited rules from a parent group
	Importing and exporting rules
	Copying and pasting rules
	Changing the order of rules
	Enabling and disabling rules
	Enabling Smart traffic filtering
	Enabling traffic and stealth settings
	Configuring peer-to-peer authentication

	28. Configuring intrusion prevention
	About the intrusion prevention system
	About the Symantec IPS signatures
	About custom IPS signatures

	Configuring intrusion prevention
	About working with Intrusion Prevention Policies
	Enabling intrusion prevention settings
	Changing the behavior of Symantec IPS signatures
	Blocking an attacking computer
	Setting up a list of excluded computers

	Creating custom IPS signatures
	Assigning multiple custom IPS libraries to a group
	Changing the order of signatures
	Copying and pasting signatures
	Defining variables for signatures


	29. Customizing Network Threat Protection
	Enabling and disabling Network Threat Protection
	Configuring Network Threat Protection settings for mixed control
	Adding hosts and host groups
	Editing and deleting host groups
	Adding hosts and host groups to a rule
	Adding network services
	Editing and deleting custom network services
	Adding network services to a rule
	Enabling network file and printer sharing
	Adding network adapters
	Adding network adapters to a rule
	Editing and deleting custom network adapters
	Adding applications to a rule
	Adding schedules to a rule
	Configuring notifications for Network Threat Protection
	Configuring email messages for traffic events

	Setting up network application monitoring


	Section 5. Configuring Proactive Threat Protection
	30. Configuring TruScan proactive threat scans
	About TruScan proactive threat scans
	About using the Symantec default settings
	About the processes that TruScan proactive threat scans detect
	About managing false positives detected by TruScan proactive threat scans
	About the processes that TruScan proactive threat scans ignore
	How TruScan proactive threat scans work with Quarantine
	How TruScan proactive threat scans work with centralized exceptions
	Understanding TruScan proactive threat detections
	Specifying the types of processes that TruScan proactive threat scans detect
	Specifying the actions and sensitivity levels for detecting Trojan horses, worms, and keyloggers
	Specifying actions for commercial application detections

	Configuring the TruScan proactive threat scan frequency
	Configuring notifications for TruScan proactive threat scans

	31. Configuring application and device control
	About application and device control
	About the structure of an Application and Device Control Policy
	About application control
	About Test mode
	About application control rule sets and rules

	About device control
	About working with Application and Device Control
	Enabling a default application control rule set
	Creating an Application and Device Control Policy
	Configuring application control for an Application and Device Control Policy
	Creating a new application control rule set and adding a new rule to the set
	Adding conditions to a rule
	Configuring condition properties for a rule
	Configuring the actions to take when a condition is met
	Applying a rule to specific applications and excluding applications from a rule
	Changing the order in which application control rule sets are applied
	Disabling application control rule sets and individual rules in an Application and Device Control Policy
	Changing the mode of an application control rule set

	Configuring device control for an Application and Device Control Policy

	32. Customizing Application and Device Control Policies
	About hardware devices
	About class IDs
	About device IDs

	Obtaining a class ID or device ID
	Adding a hardware device to the Hardware Devices list
	Editing a hardware device in the Hardware Devices list
	About authorizing the use of applications, patches, and utilities
	Creating and importing a file fingerprint list
	Creating a file fingerprint list
	Editing a file fingerprint list
	Importing a file fingerprint list into a shared policy
	Merging file fingerprint lists into a shared policy
	Deleting a file fingerprint list

	About system lockdown
	System lockdown prerequisites

	Setting up system lockdown


	Section 6. Configuring centralized exceptions
	33. Configuring Centralized Exceptions Policies
	About Centralized Exceptions Policies
	About working with Centralized Exceptions Policies
	About centralized exceptions for antivirus and antispyware scans
	About centralized exceptions for TruScan proactive threat scans
	About centralized exceptions for Tamper Protection
	About client interaction with centralized exceptions

	Configuring a Centralized Exceptions Policy
	Configuring a centralized exception for antivirus and antispyware scans
	Configuring a centralized exception for TruScan proactive threat scans
	Configuring a centralized exception for Tamper Protection

	Configuring client restrictions for centralized exceptions
	Creating centralized exceptions from log events
	Adding a centralized exception for risk events
	Adding a centralized exception for TruScan proactive threat scan events
	Adding a centralized exception for Tamper Protection events



	Section 7. Configuring Host Integrity for endpoint policy compliance
	34. Basic Host Integrity settings
	How Host Integrity enforcement works
	About working with Host Integrity Policies
	About the Quarantine Policy

	About Host Integrity requirements
	Adding Host Integrity requirements
	Enabling and disabling Host Integrity requirements
	Changing the sequence of Host Integrity requirements
	Adding a Host Integrity requirement from a template
	About settings for Host Integrity checks
	Allowing the Host Integrity check to pass if a requirement fails
	Configuring notifications for Host Integrity checks
	About Host Integrity remediation
	About restoring applications and files for Host Integrity
	Host Integrity remediation and Enforcer settings

	Specifying the amount of time the client waits to remediate
	Allowing users to postpone or cancel Host Integrity remediation
	Hiding remediation if users have not logged on

	35. Adding custom requirements
	About custom requirements
	About conditions
	About antivirus conditions
	About antispyware conditions
	About firewall conditions
	About file conditions
	About operating system conditions
	About registry conditions

	About functions
	About custom requirement logic
	About the RETURN statement
	About the IF, THEN, and ENDIF statement
	About the ELSE statement
	About the NOT keyword
	About AND, OR keywords

	Writing a custom requirement script
	Adding an IF THEN statement
	Switching between the IF statement and the IF NOT statement
	Adding an ELSE statement
	Adding a comment
	Copying and pasting IF statements, conditions, functions, and comments
	Deleting a statement, condition, or function

	Displaying a message dialog box
	Downloading a file
	Generating a log message
	Running a program
	Running a script
	Setting the timestamp of a file
	Specifying a wait time for the script


	A. Using the command-line interface
	The client service
	Error codes
	Typing a parameter if the client is password-protected


	B. About client and server communication settings
	About client and server communication settings

	Index



